Fra: Den myndighed, som har konstateret sik­kerheds­brud­det.

Til: Forsvarets Efterretningstjeneste, Center For Cybersikkerhed

 Den ud­pege­de kon­tro­l­le­ren­de myn­dig­hed (se DAMSG 600).

Eft.: National Distribution Authority Denmark

 Foresatte myndighed

 Den myn­dighed, der har begået sikkerheds­brud­det (når anden end rapporterende myn­dighed).

 Andre efterretningsadressater

*Rapporter vedrørende brud på den kryptografiske sikker­hed er inddelt i syv punkter, og skal formateres således:*

##### Hændelsessted

*Punkt (1) skal identificere hændel­sesste­det, ansvarlig orga­nisa­tion, adresse samt kryptoforvaltningsnummer (accountnummer).*

##### Omstændigheder

*Punkt (2) skal beskrive de nærmere om­stændigheder ved­rørende kom­promitteringen (be­skrive hændelsesforløbet i kronologisk rækkeføl­ge).*

##### Materiel

*Punkt (3) skal identificere det invol­vere­de materi­el, herun­der udstyrets betegnelse (short title), udgave, se­rie­nummer, seg­ment(er), evt. involveret udstyr eller dele heraf.*

##### Personel

*Punkt (4) skal identificere det per­sonel, der har begå­et og er ansvar­lige for kompro­mitte­ringen. Følgen­de skal rapporteres:*

* *Personnummer.*
* *Navn.*
* *Grad.*
* *Tjenestestilling.*
* *Sikkerhedsgodkendelse.*

##### Vurdering

*Punkt (5) skal indeholde en vurdering af sandsynligheden for kompromitteringen ved an­førelse af et af nedenstå­ende udsagn:*

* Ingen kompromittering har fundet sted.
* Sandsynligvis ingen kompromittering fundet sted.
* Sandsynligvis har kompromittering fundet sted.
* Kompromittering har helt sikkert fundet sted.

##### Uddybning af hændelsen

*Punkt (6) skal indeholde oplysninger om hændelsen jævnfør nedenstående punkter:*

* Ukorrekt brug af kryptomaterialer
* Fejl ved kryptoudstyr
* Uautoriseret modifikation af udstyr
* Erkendt/bestyrket mistanke om afhopning, spionage, forsøg på rekruttering, uventet fravær, sabotage, tilfangetagelse og forræderi
* Uautoriseret adgang til kryptomaterialer
* Tab af kryptomaterialer
* Kryptomaterialer modtaget med brud på indre forsegling
* Erkendt eller formodet forsøg på at bryde en kryptoforsendelse.
* Evt.

##### Andre forhold af betydning for sagen

*Punkt (7) skal indeholde oplysninger, der eventuelt kan have betydning for sagen, samt hvem eventuelle spørgsmål* vedr. denne rapport skal rettes til:
*POC: Navn/grad/funktion
Telefon/mail*Evt. klassificeret kontaktmulighed: *(HEMNET/REGNEM/BICES/STU-II)*

Udfærdiger af denne rapport:
*Navn/grad/funktion*